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Abstract: This paper proposes way forwards for the following Editor’s Notes in TS23.501 clause 5.44.3. 
1. Discussion
This paper proposes way forwards for resolving the open issue indicated in CT1 LS C1-237981. 
Currently, two options were on the table for the case where more than one URSP rule enforcement reports is included in one PDU Session Modification Request, the UE can provide:
A) several lists of connection capabilities, each of which is for an enforced URSP rule, or 
B) one list of connection capabilities for all enforced URSP rules? 
In TR23.700-85, there are many solutions proposing for per rule reporting, e.g. rule ID, precedence. SA2 has concluded that the UE only reports Connection Capabilities for the enforced URSP rule. In the meantime, to avoid signaling overhead, a NOTE has been added to allow UE aggregates reporting information for the same PDU Session. These two principals have been clearly documented in TS23.503 clause 6.6.2.4. 
Some confusion was result from the misleading paragraph in TS23.503 clause 6.1.3.18: event reporting from the PCF:
A request to forward UE reporting Connection Capabilities from an associated URSP rule triggers the reporting when the PCF receives UE reporting of URSP rule enforcement information from the SMF matching specific Connection Capabilities (see clause 6.6.2.4). The request may include SUPI(s), DNN(s) and/or S-NSSAI(s) to which the request applies. The PCF includes the received Connection Capabilities and PDU session information including the allocated UE address/prefix, SUPI, UE requested DNN, Selected DNN, S-NSSAI, SSC Mode, Request-Type, Access Type, RSN, PDU Session Pair ID. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed.
Observation 1: [yellow marks]: the UE reporting Connection Capabilities of enforced URSP rule is the feature that is introduced in clause 6.6.2.4, which is why the feature statement is mentioned in the network side: UE reporting Connection Capabilities from an associated URSP rule. 
Observation 2: [yellow marks]: the PCF triggers reporting is based on received UE reporting of URSP rule enforcement information and optional filter information SUPI(s), DNN(s) and/or S-NSSAI(s). It is not per rule reporting. 
Observation 3: [blue marks]: the PCF-PDU Session only includes the matched Connection Capabilities and PDU Session info to the SMF per forwarding request. From the network side, the PCF only includes the received Connection Capabilities and PDU session information to the SMF, i.e. no more granularities are expected, e.g. per URSP rule. 
Observation 4: When concluding the feature for UE reporting enforced URSP rules, it has been agreed that the reporting information is Connection capabilities, which means the UE only needs to include Connection capabilities that matched TD of the URSP rule. It is clear that URSP rule enforcement report to be sent to the network includes a list of connection capabilities values that have been enforced by the UE for the PDU Session. 
Proposal: follow agreed conclusion and take Option B as the way forward to respond CT1.
2. Conclusion
It is proposed to agree on the above proposal and respond LSOUT for Option B to continue stage 3 work at CT1.
3GPP
SA WG2 TD

